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Gemal Seede
1635 Rnse Avenue
San Marino, CA 91108

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement ta laok through.

I am very concerned that this requirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our personal cammunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou toc oppese the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have builit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Or. Gemal Seede
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Shirley Davis
64 Cardner Road
Orono, Maine 04473

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to espress my opposition te the
Department of Justice s reguest that all new Internet communication services he
reguired to have built—in wiretapping sccess,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to loak through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources l1ike e-mail. The FBI?s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ? or
even rogue government agents ? to access our personal communications. Past
effarts to provide this sort of Phackdoor? access have not heen successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucgesticn of the Department of
Justice that gur new Internet communication technologies should have built—in
wiretapping.

I took forward to hearing your thoughts on this matter.

Sincerely,

Shirley Davis
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martin Washburn
135 West 17th St,, Apt. 54
New York, New York 10011

April 1, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services he
required to have built—in wiretapping access,

I de net believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its svstems around
government eavesdropping. It is the eguivalent of the government requiring ald
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
goverpment is creating the vaery real potential far hackers and thieves or
8vYEeNn rogue government agents to access ecur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

martin washburn
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Jerome Feinstein

89 Norma Road
Harrington Park, NI 07840
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April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiar services he
required to have built-in wiretapping access,

I do not belieye this reguivement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies tec alleow
the FBI to conduct surveillance. The F8I is going far beyond these existing
powers by trying to force the industry to actually build i1ts systems arcund
government eavesdropping., It is the eguivalent of the government requiring all
hew homes he built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources J]ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich oppaortunity for hackers.

Once again, I urde you to oppose the danderous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter,

Sincerely,

Jerome Feinstein
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Eric Jiardina

1311 E. Lindell Apt &
West Frankfort, I1linois 62896

April 1, 2004

FCC Chairman Michael Powell
Federal Commurications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephona companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring al)
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticn between sources like phone companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fer hackers and thieves or
even rogue gavernment agents to access our persanal <ommunications, Past
efforts ta provide this sart of backdoor access have not been successful and
only created a rich oppartunity far hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bhujlt-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely.

Eric Tiardina
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Peter Farris

Box 607
Neversink, NY 12765

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole far lTaw enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between scurces 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our persaonal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Once again., I urge you to cppose the dangerous suggestion of the Department af
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Peter Farris
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Marla Bottesch

P.0.Baox 458
Norridgewock, ME 04957

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commissien
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reqguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to lack through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information setween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key tc our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge yau to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bujlt—in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

Marla Bottesch
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Creta Poulsen

13741 Rawhide Pkwy
Dallas, T¥ 75234

April 1, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chailrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that ail new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can <ollect informatiaon between sources like phone companies and data
sources 1ike e-maii. The FBI s aggressive and expansive reading of the law
woeuld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effoerts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Creta Poulsen
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michael gliboff
55 poplar drive
monroe, ny 109350

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBT is geing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the goverrnment reguiring all
new homes he built with a peephole for law enforcement to lTook through.

I am very concerned that this requirement represents an end-run around
Caongress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢oliect information between sources Tike phone companies and data
sources like e—mail. The FB8I s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thisves or
even rodue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Joak forward to hearing your thoughts on this matter.

Sincerely,

michae! gliboff
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Laura Aldrich
B10 Betner Dr
Mansfield, OH 44507

April 1, 2004

FCC Chairman Michael Powel]
Federal Communications Cammission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new hames be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces like phone companies and data
spurces 1ike e-mail. The FBI s acgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal cammunications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor ac¢cess have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you ta oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouid have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Laura Aldrich
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A& Donohue

2 Highview Ave
New City, NY 10956

April 1, 2004

FCC Chairman Michael Poweld
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding Jaws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the incdustry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes he built with a peephole for law enforcement to Took through.

I am very cancerned that this reguirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government ic creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.

&. Donohue
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Margie H. \an Mefer

173 Washington St
Saratoga Sprigs, HNew York 128885

dnril 1, 2004

FCC Chairman Michael Powell
Federal Communications Commissiocn
445 412th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of JYustice s request that all new Internet communicatiaon services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying ta farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al:
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
weuld bypass the legistative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
enly created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I leok forward to hearing yaour thoughts on this matter.

Sincerely.

Margie H Van Meter
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Kevin Baird

144 pyrault Drive (Upper)
Amherst, NY 14228

March 30, 2004

FCC Chairman Michael! Powell
Federal Communicatiocns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government recuiring all
new homes be built with a peephole for lTaw enforcement to look through.

I am very concerned that this requirement represents an end—run arcund
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect infarmation hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key te our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich epportunity for hackers.

once again, I urge you tao oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kevin Baird
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Kathaniel Gloekler

5 Fella Place #B
San Francisco, CA 94108

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have bullt—in wiretapping access.

I do not believe this reguirement is necessary. tiLongstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1is going far beyond these existing
nowers by trying to force the industry to actually build its systems .around
governmant eavesdropping. It is the eguivalent aof the government requiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
fongress, lLawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading cf the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government 1s creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
effarts to provide this sort of bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Nathaniel Gloekler
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Eiizabeth Newton

2481 N. Santa Rita Avenue
Tucson, AZ B3719

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my appositian to the
Cepartment of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tec conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between saurces like phone campanies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal <ommunications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you te oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lToock forward to hearing your thoughts on this matter.

Sincerely,

Elizabeth Newton
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Susan Blubaugh

35 Little York — Mt. Pleasant
Milford, NJ 08848

March 30, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do nct believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the sgquivalent of the government requiring all
new homes be huilt with a peephole for law enforcement ts Took through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and esxpansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort aof hackdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangercus suggestiaon of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Susan M. Blubaugh
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Jeanne Abbott

104 39th Ave P1 NW
Hickory, NC 28E01

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washington, BC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services be
required to have built—-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Preoviders and Interpet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arocund
congress., Lawmakers, after extensive deliberaticns., set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggrecssive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to cur personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not seen successful and
only created a rich epportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Jeanne Abbgott
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Howard weinberg
P.0. Box 3417
Iowa City, IA 52244

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing ta express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allaw
the FBI to conduct surveillance. The FBI is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that ocur new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

Dr. Howard Weinberg
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Kenneth Beckman

Post Office Box 460
La Honda, CA 34020

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephong companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buyild its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end—run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phane companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gaovernment 15 creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. past
effarts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestijon of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

kKenneth Beckman
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Jim Allen
22111 Lindy Lane
Cupertino, CA 35014

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI 5 agcressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that aour new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Tim Allen
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Charles Curtis

347 E. 85th St., Apt. 2E
New York, NY 10028

March 30, 2004

FCC Chairman Michael Pawel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping ac¢ess.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and TInternet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
few homes be built with a peephole for law enforcement to look through.

T am very concerned that this reguirement represents an end-run around
Cangress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatiaon between sources }ike phone <ompanies and data
sources 1ike e-majl. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creatine the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. past
effarts to pravide this sort of backdoor access have hot been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous syggestion of the Department of
Justice that ocur new Internet communication technelogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Charles Curtis
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Cary Van Den Boom

1246 Edgington Avenue
Eldora, IA 5G627

March 30, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC ¢hairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is coing far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent ¢f the government requiring all
new homes be built with a peephale for law enforcement to Took through.

I am very <oncerned that this requirement represents an end-run around
Congress. iawmakers, after extensive deliberations, set up boundaries for how
the FBI can caollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegistative process to alter that careful balance.

I understand that by requiring a mastar key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

opce again, I urge you to oppose the dancerous suggestion of the Department af
Justice that our new Internet cammunication technologies should have built—in
wiretapping.

I look forward to hearing your thoushts on this matter.

Sincerely,

Gary F. VYan Den Boom
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CEORGE HOLCOME
3745 CO RD 57
CAWSON, AL 359B3

March 30, 2004

FCC Chairman Michae! Powel]
Federal Communications Commission
445 12th Street SW

Washington., DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represants an end-run around
Congress. Lawmakers, after extensive deliberatiocns, set up boundaries for how
the FBI can collect infarmation between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communicatjons. Past
efforts to provide this sart of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

CEORCE HOLCOMB
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Tohn Anderson
5 Brixton Road
01d Bethage, New York 11804

March 30, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that ali new Interpet communication services be
required to have built—in wiretapping access.

I do nat believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government regquiring all
hew homes be huilt with a peephole for Taw enfarcement to lTook through.

I am very concerned that this reguiremsnt represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources Jlike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access cur personal communications. Past
efforts to provide this sort of backdoor access haye not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jahn Andersan



